**Standard**
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**Purpose:**
To establish standards suitable to fulfill the requirements of Policy TS0007.

**Reference:**
1. Policy TS0007: Malicious Software Controls

**Standard:**
1. Anti-Virus or Anti-Malware software:
   a. NAI/McAfee.
   b. Symantec/Norton AV.
   c. F-Secure.
   d. Clam-AV.
   e. UV-Scan.
2. Reporting Software:
   a. e-Policy Orchestrator (ePO).
3. Anti-Adware:
   a. NAI/McAfee 8i/7.x.
   c. Spy-Bot Search & Destroy.

Note: Software should be acquired through the University site license if available.