Purpose:
To establish the requirement and responsibility for the process and conduct of assessing the risk to the security of HSC information assets.

Scope:
This policy applies to all organizations within the UF Health Science Center.

Reference:
None

Policy:
1. The Assistant Vice President for Information Services/CIO is responsible for establishing the process and timing for conducting periodic assessments of risk to the security of HSC information assets in all forms (electronic and non-electronic).
2. The HSC Chief, Information Security is responsible for managing the conduct of periodic assessments of risk to the security of HSC information assets in all forms (electronic and non-electronic).
3. The UF Privacy Office, is responsible for conducting privacy risk assessments.